
 

Privacy Policy for Vigilshore 

 

At Vigilshore, we are committed to protecting your privacy and ensuring that your personal data is 

handled in a secure and responsible manner. This Privacy Policy outlines how we collect, use, protect, 

and share your data, as well as the rights you have in relation to your data. 

 

Information We Collect 

 

We collect the following types of information: 

• Contact Information: Names, email addresses, phone numbers, and physical addresses. 

• Financial Information: Payment details from clients and prospective clients. 

• Browsing Behavior: Data such as IP addresses, device information, and website interactions (via 

cookies). 

• Government-Issued Documents: Only collected when necessary for verification during security checks. 

 

How We Collect Your Data 

 

We collect your data through: 

• Newsletters: When you subscribe, we collect contact details. 

• Cookies: For browsing behavior and analytics, as per our cookie policy. 

• Partners: From trusted third-party sources for specific purposes. 

• Client Meetings and Exchanges: Directly from you during interactions. 

 

How We Use Your Data 

 



The data we collect is used for: 

• Improving Services: Enhancing website functionality and user experience. 

• Business Evaluation and Decisions: Operational and marketing strategies. 

• Marketing and Communication: To keep you informed about our services and offerings. 

We do not sell your information. We adhere strictly to a “Do Not Sell My Information” policy. 

 

How We Protect Your Data 

 

We use various security measures, including: 

• Audits: Regular reviews of our data security practices. 

• Private Pages: Restricted access for sensitive data. 

• Encrypted Emails: To ensure secure communication. 

 

Data Retention 

 

We retain your data for as long as necessary or as legally required. Data will be deleted or anonymized 

once it is no longer needed for business or legal purposes. 

 

Sharing Your Data 

 

We do not share your financial data with third parties, unless required by law or with your explicit 

permission. We share data only with trusted partners for business operations, and clients have the option 

to opt out of data sharing. 

 

Your Rights Regarding Data 

 

As a client, you have the right to: 

• Access: Request copies of your data. 



• Correct: Update or correct any inaccurate information. 

• Delete: Request deletion of your data where applicable. 

• Withdraw Consent: Opt-out of certain uses of your data, including marketing. 

• Data Portability: Request a transfer of your data to another service provider. 

 

You can manage these rights through your Vigilshore account or by contacting your assigned 

representative. 

 

Data Breach Notification 

 

In the event of a data breach, we will promptly notify you and arrange a meeting to discuss the issue and 

the steps we are taking to mitigate any risks. 

 

International Data Transfers 

 

We do not transfer data across borders unless necessary for business operations. When data is 

transferred internationally, we implement safeguards to protect your data in accordance with applicable 

laws. 

 

Changes to This Privacy Policy 

 

Vigilshore may update this Privacy Policy from time to time. We will notify you of any significant changes 

and provide a revised policy on our website. 
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